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Goertek Code of Business Conduct
2FIEILITHETERIELEREN / Core Principles of Business Conduct

ATFERLITANETIEEMRERBGEAEIEN, BRATWSTERT. R1E. BAKINEHEM EFR.
All business activities must comply with applicable laws and regulations in the regions where we
operate, ensuring that all business is conducted fairly, fransparently, and with integrity.

BiaAOEN, SEMRGSEE. MRARREMARESE. WELETH. HIPRFAGZENT. REQSE
This Code is established to prevent fraud, strengthen corporate governance and internal controls,

standardize business practices, protect shareholder rights, and promote the healthy and sustainable
development of the company.

i&EFTBEl / Scope of Application
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This Code applies to all employees (including part-time and contract workers, if any) of Goertek Inc.

and its subsidiaries. It is also recommended that stakeholders who have business dealings with
Goertek comply with this Code.

1, BEZHEN / Basic Principles
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Our company has a zero tolerance attitude towards any form of bribery and corrupt behavior.
Employees and their representatives of the company must not directly or indirectly provide, promise,
request or accept any form of improper benefits (including money, gifts, hospitality, favors or other

benefits) to any third party (including government officials, customers, partners, etc.) in order to seek
or maintain business interests.
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Bribery and corrupt practices include but are not limited to the following categories:
Commercial bribery (such as kickbacks, gifts, hospitality, etc.)
Taking advantage of one's position fo embezzle company assets
Theft of company property
False reimbursement
Infringement of trade secrets
Insider trading
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Internal employees engage in commercial interest transfer with relatives, friends, etc
Embezzlement of company assets

Fictitious payment amount

Falsifying relevant accounting and payment vouchers

Unreasonable business hospitality and gifts

Infringement of others' privacy to gain benefits

Other fraudulent activities that infringe upon the interests of the company

2, FETFHERIRUSERR"] / Main Work Promotion and Supervision Departments

AEREXMERENR, ZRZTAEHEEKEM, RRBEQAESREEAR. FRXIIATAK
XHEREF.

The company has established a Cultural and Ethical Committee, with the chairman of the Board
serving as the committee director. The members include senior managers of the Company, heads of
all relevant departments, and cultural specialists.

XUEBRERSDREFENERDE], ARKEHESXLERRRIE, BEXKEREIES. RT
/’j &m.E&m\ % ”/_Q%O

The Office of the Cultural and Ethical Committee serves as the promoting department, responsible for
monitoring and guiding the work related to cultural and ethical construction, including training and
publicity on cultures and ethics, employee communication and atmosphere improvement, and
regulation and supervision.
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The Audit Department serves as the permanent institution for the investigation of complaints and
reports. In accordance with the company's Audit Work Management System, it is responsible for
accepting and investigating cases, formulating comprehensive investigation plans, and ensuring the

authenticity and completeness of case materials, as well as the fairness and compliance of case results.
It also accepts supervision from the board of directors and the audit committee.

3. REMEFEKDiE / Anti-bribery and corruption communication
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The company promotes and organizes the signing of the Integrity Commitment Letter to all
employees every year, promising to uphold the principles of fairness and impartiality in business
dealings with all relevant parties, and ensure that the interests of all parties are not harmed by their

positions. Anti-corruption training meetings are held for high-risk departments to reiterate the anti-
corruption Policy, further enhancing the integrity awareness of high-risk personnel.

4, FIRZIE, AEMIRYE / Complaint Acceptance, Investigation, and Reporting

41 BRIFRN: AILRHER AR#ITRIF, BEERKF; BETEPG, EEFEIHEHE.

4.1 Principles of Complaint: Complaints can be made either under one's real name or anonymously.
Real-name complaints are encouraged. Malicious defamation, rumor-mongering, or slander are
prohibited.

4.2 EIRKIFRE: (1) EHEHERDRIEHAERG; (2) RIFZEWHRFE: tousu@goertek.com; (3) #&
IFIZUREEIE: +86-0536-3050999; (4) EHHRE: PEILAREE TR AFLEXRSGK 268 S#HIT
FEER (W); (5) —#1E: WABEMBER
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MRWVSBINKEATEZN/BERRERENFTERITRZBER, NKEIRIFEYS, NREEXKER
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4.2 Complaint Channels: (1) Face-to-face feedback to the Audit Office; (2) Complaint email address:
tousu@goertek.com; (3) Complaint phone number: +86-0536-3050999; (4) Mail address: Audit
Department, No.268 Dongfang Road, High-tech Industrial Development District, Weifang, Shandong
Province, China; (5) QR Code: available on the Company’s official website homepage.

If each business department sets up channels for collecting employee suggestions/feedback, they
must be registered with the Audit Department. If a complaint is received, it should be reported fo the
Office of the Cultural and Ethical Committee or the Audit Department.

4.3 ERGIFAREE, EiERSALBEXARRIES e, BEFIR. BERRCEHITHE—FH, 7
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4.3 Management of Complaint Materials: The Audit Department should organize and file the relevant
materials, keeping both electronic and paper documents in a unified archive, which can be used for
inspection by the audit committee.
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4.4 Event Investigation and Reporting: After receiving a complaint, the investigation team should
analyze the specific circumstances of the event, identify key points, formulate an audit investigation
plan, and implement it after approval by the supervisor. The final event investigation report must be
based on facts, accurate, objective, concise, complete, constructive, fimely, and accurately distributed.
Depending on the severity of the event, it will be signed off by different levels of department heads
and reported to the company's leadership.

5. &5 / Penalties
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Penalties, economic compensation, legal accountability, and the return of illegal gains are the four

major types of accountability measures that will be taken based on the severity of the event. In
principle, notifications will be made public according to the scope of influence.

6. B3RP / Identity Protection
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The company strictly enforces a confidentiality system for complaints, strictly protecting the personal

information of the complainant and the materials provided in the complaint. It prohibits any form of

retaliation against the complainant and takes measures to protect the complainant, including

concealing the complainant's name, contact information, and other private information. Members of

the investigation team are strictly prohibited from using complaint information in violation of
regulations.

7. AES5EIHE / Internal Control and Audit Mechanism
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The Company has established a three-line-of-defense mechanism (business operations, internal
control, and audit) to ensure legal compliance, operational efficiency, and asset security.
Commercial ethics audits are conducted focusing on process compliance, regulatory adherence, and
risk management, with particular attention given to subsidiaries, supply chains, and manufacturing
operations regarding ethical performance. The Company conducts commercial ethics-related audits
for all operations, business units, and subsidiaries at least once every three years. During audits, the
compliance of business conduct is scrutinized, potential management issues and risks are thoroughly
investigated, and corrective actions are developed for identified problems. The executing department
of the audit mechanism reports findings and remediation measures to the Board of Directors and
senior management to ensure oversight independence. Identified issues are consolidated, addressed
transparently, and communicated to employees through meetings, internal emails, and other
channels.

8. REEIEMEF/ Risk Management Mechanism

REIEHIE (MEEEFM) (KE=EFRIRFIREERZ) (KIZBEMRERZTERZ) (KIZFITHRER
i2) (RizHmie) (RIEZTTRERE) FARHE, KiELRHERESEARED—REBSEN
BRPIRA S G, HAR, QAEHNEANLHAITEFEEMATNIE, RATIYH KRB ERES MY
1o, HRIEVSTE, ZREMREXANRIEG, REMETTEBERMER M.

The Company has formulated internal policies including the Risk Management Handbook,
Identification and Management Process of Three Risk Elements, Process of Setting and Changing Risk
Control Goals, Routine Process of Inspecting Risk Control, Risk Control Sampling Process, Special
Improvement Process of Risk Control. In accordance with these policies, the Company conducts at
least an annual risk assessment for bribery and corruption. Key risks are centrally managed and
prioritized, with mitigation and response measures planned and implemented proactively. Policies

and control measures are promptly updated in response to business changes, legal revisions, or
stakeholder feedback to ensure continuous risk management effectiveness.




